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CONFIDENTIALITY AGREEMENT AND ACKNOWLEDGEMENT
REGARDING USE OF COMPUTERS, E-MAIL AND THE INTERNET
I HAVE READ, UNDERSTAND AND AGREE TO ABIDE BY THE TERMS OF THE FOLLOWING CONFIDENTIALY AGREEMENT AND THE POLICIES AND PROCEDURES OF THE NORTH SHORE-LONG ISLAND JEWISH HEALTH SYSTEM, INC. (“HEALTH SYSTEM”) AND IT’S INFORMATION SERVICES DEPARTMENT CONCERNING COMPUTER USE, ELECTRONIC MAIL AND THE INTERNET.
I understand that computers and/or my Computer Network ID’s are provided to me for business purposes related exclusively to the scope of my employment or other relationship with the Health System.  I further understand that the Internet is a public facility and utmost care is needed in all electronic communications to protect the integrity of the Health System’s Computer Network, the confidentiality of data concerning Health System patients and staff, and other information that is proprietary to the Health System, as well as the reputation of the Health System and its mission.  I can be held accountable for any damage to the Health System that may result from my inappropriate behavior on the Internet or the Health System internal Computer Network.
My password, or any authentication/identity device (e.g. security token, Health System ID Badge) is confidential and will not be shared with any other individual, nor will any attempt be made to learn another user’s password. I understand that I am responsible for safe handling, storage and return of any authentication/identity device.   I will notify the Information Services Help Desk at (516) 470-7272 if I have reason to believe that someone has gained access to my password, or my authentication/identity device has been misplaced.
I understand that any misuse of my computer, the Health System Computer Network, or the Internet is a serious violation of Health System policy that can result in disciplinary action.  I understand that I do not have the right, nor am I authorized to disclose or use in any way for my own purpose, the unauthorized purposes of any third party, or any purpose other than as necessary to carry out treatment, payment and health care operations of the Health System and other authorized purposes, any confidential or proprietary information obtained during my employment or other relationship with the Health System. This includes, but is not limited to, financial, medical, patient and employee data.  I agree to notify the OCIO Security Officer immediately upon learning of an unauthorized use or disclosure of confidential or proprietary information.

My signature on this form verifies that I have read and understand the statements above and affirms my agreement to comply with them. 
Signature:__________________________


Print Name:________________________       
Date: _____________________________
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